1. Template voor zelfverklaring cloudleverancier

MANAGEMENTVERKLARING

CERTIFICERING EDUKOPPELING

*Verklaring behorend bij het Certificeringsschema Edukoppeling en cloud*

**Inleiding**

Een veilige en uniforme manier van gegevensuitwisseling binnen de administratieve keten in het onderwijsdomein is van groot belang. Hiervoor is de Edukoppeling transactiestandaard ontwikkeld die beschrijft hoe de gestructureerde elektronische informatie-uitwisseling in het onderwijs is ingericht. Edukoppeling is een standaard waarmee onderwijsinstellingen, uitvoeringsorganisaties en andere ketenpartijen eenvoudiger nieuwe gegevensuitwisselingen kunnen opzetten.

Bij gegevensuitwisseling met een onderwijsinstelling die gebruik maakt van een cloudoplossing, is het mogelijk dat de technische identiteit afwijkt van de inhoudelijke identiteit. Technisch worden dan gegevens uitgewisseld met de cloudleverancier, terwijl inhoudelijk de gegevens bedoeld zijn voor of gevraagd worden van één van de scholen die gebruik maakt van die cloudoplossing. Binnen de ROSA[[1]](#footnote-1) is met ketenpartijen gezocht naar een duurzame en standaardoplossing die voldoet aan de benodigde beveiligingsnormen. Dit heeft geresulteerd in een certificeringsproces als onderdeel van Edukoppeling. Als eerste stap in dit certificeringsproces moet de cloudleverancier verklaren dat aan een aantal juridische en technische voorwaarden wordt voldaan. Doel hiervan is om vertrouwen te creëren in de betrouwbaarheid van de geleverde cloudoplossing waarbij voldaan wordt aan de minimale eisen waaraan een cloud-toepassing moet voldoen om te mogen worden ingezet als cloudoplossing.

In deze managementverklaring legt de vertegenwoordigingsbevoegde bestuurder en/of manager vast dat naar zijn of haar oordeel de cloudoplossing van aanvrager voldoet aan het Certificeringsschema. Dit oordeel van aanvrager is tot stand gekomen na toetsing van de cloudoplossing aan de normen en uitgangspunten zoals beschreven in het Certificeringsschema.

**Verklaring**

Aanvrager \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (naam leverancier), hierbij rechtsgeldig vertegenwoordigd door \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (naam vertegenwoordiger), \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (functie), verklaart dat de cloudoplossing van aanvrager, genaamd \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (naam cloudoplossing), voldoet aan de normen en uitgangspunten zoals genoemd in het Certificeringsschema.

Aanvrager heeft de Bijlage D van het Certificeringsschema ingevuld waarop tevens is aangegeven of en in welke mate aan de beschreven normen wordt voldaan, of op welke termijn de aanvrager daar aan zal voldoen. Aanvrager voldoet aan alle onderdelen van het Certificeringsschema waar in de kolom “Compliance eis” is gemeld dat daar “volledig” aan moet worden voldaan. Het Certificeringsschema is als bijlage bij deze verklaring gevoegd en maakt daar onlosmakelijk onderdeel van uit.

Aanvrager verklaart voorts dat:

1. de services waarmee gegevens conform Edukoppeling met andere ketenpartijen worden uitgewisseld, voldoen aan de Edukoppeling transactie-standaard (interoperabiliteit);
2. voldoende maatregelen zijn genomen om onrechtmatige en/of onbevoegde toegang door derden en/of eigen (oud-)medewerkers tot de in de cloudoplossing aanwezige gegevens te voorkomen;
3. maatregelen zijn genomen om vermenging van gegevens van verschillende gebruikers van de cloudoplossing te voorkomen;
4. een log of audittrail wordt vastgelegd per klantomgeving ten behoeve van het eventueel uitvoeren van digitaal (forensisch) onderzoek en audits;
5. de (toegang tot de) cloudoplossing, alsmede opslag van gegevens in die cloudoplossing, voldoet aan de eisen van de Wet bescherming persoonsgegevens[[2]](#footnote-2) en de Dataprotectierichtlijn (95/46/EC[[3]](#footnote-3));
6. tussen aanvrager en de onderwijsinstellingen die gebruik maken van de cloudoplossing, een bewerkersovereenkomst is gesloten (zie voor een model, Bijlage B bij het Certificeringsschema);
7. een nieuwe Managementverklaring (met bijlage) zal worden ingediend in geval van ingrijpende wijzigingen of updates aan de cloudoplossing, indien die aanpassingen van invloed (kunnen) zijn op de normen en uitgangspunten zoals opgenomen in het Certificeringsschema.

Aanvrager gaat er mee akkoord dat de Beheerder Register – bij wijze van steekproef - kan besluiten om de cloudoplossing van aanvrager te laten toetsen door een onafhankelijk en gecertificeerd ICT-auditor. Indien uit deze audit blijkt dat de cloudoplossing niet voldoet aan de normen en uitgangspunten van het Certificeringsschema, kan deze verklaring worden geweigerd en vervalt de certificering van aanvrager. Bij gebreke van een geldige certificering, worden er dan via aanvrager geen gegevens meer uitgewisseld.

Aldus opgemaakt en getekend op \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (datum) te \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (plaats),

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (handtekening)

(naam voluit)

(functie)

Bijlage: ingevuld Certificeringsschema

Deze ingevulde en getekende verklaring (met bijlage) dient

• per post te worden toegezonden aan Paletsingel 32, 2718 NT Zoetermeer, én

• per e-mail aan info@sionderwijs.nl

1. <http://www.wikixl.nl/wiki/rosa> [↑](#footnote-ref-1)
2. <http://wetten.overheid.nl/BWBR0011468/> [↑](#footnote-ref-2)
3. <http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=CELEX:31995L0046:nl:HTML> [↑](#footnote-ref-3)